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1.
Introduction
This Tdoc sets out to discuss and put forward questions on trusted and untrusted IP accesses with the objective to make clear stage 3 specification statements about these accesses.
2.
Discussion

The EPC can be accessed through trusted non-3GPP IP accesses or through untrusted non-3GPP IP accesses. But in it precise totality what constitute trusted and untrusted accesses? For a UE that can access trusted or untrusted non-3GPP access or even a UE that can under optimised handover move from a 3GPP access to a non-3GPP access, there is a need to know what is it that makes up a trusted or an untrusted access so that the UE can act and react accordingly.

For Stage 3 work, for a UE that can access the EPC through trusted or untrusted non-3GPP access network, clear, concise and unambiguous answers to the following are needed :-

a) What is a trusted access and what is an untrusted access?

b) How does UE decide, or on what criteria does UE decide whether the trusted or untrusted access should be chosen?
c) What information does the UE need to make such decisions?

d) Where and how does the UE get such information?

Following we make an attempt to open discussions on the questions above. In what follows we are not suggesting that there is any decision or agreement in any of the Stage 1 or Stage 2 WGs on any of the points raised.
2.1
Trusted and untrusted access
Possibility 1

A trusted access network is one in which there is a trusted relationship between that access network and the EPC of the EPS. The trusted relationship might be a relationship that is commercial, technical or business-wise between the operator(s) of the access network(s) and the operator(s) of the EPC.

This would further mean that 3GPP identities are used by the access network itself to provide authentication and authorization, according to algorithms determined by 3GPP for use by the UE, the access network and EPC. Additionally policies (eg. subscriber policies) can be directly applied to the access network.

An untrusted access network is one in which there is no trusted relationship between that access network and the EPC the EPS. It could further said that for an untrusted access network, while 3GPP identities can be used, the actual access is not controlled using 3GPP defined authentication and authorization mechanisms. For example neither in WLAN 3GPP access and WLAN Direct IP access are 3GPP algorithms used for more than getting initial access. Furthermore, there is no policy from the 3GPP network applied to the untrusted network.
Because the existence of a trusted relationship is the responsibility of the operators, it is up to the operator (of the access network and the EPC) to decide if an access network is trusted or not trusted. But whether a access network is trusted or untrusted must be made know to the access network as the behaviour of trusted access network and untrusted access network is different. This information of whether an access network is trusted or untrusted is likewise also need in the UE.
Possibility 2
Whether a non-3GPP access network is trusted or untrusted is dependent on the radio access technology. Both cdma2000 HRPD and WiMAX access networks are trusted access networks.

However is such a definition (ie. based on radio access technology) futureproof? For one where does TISPAN fixed access fit in? 

Another relevant scenario is where the UE can get access to the network via a WiMAX subscription but there is no business relationship with the UE's 3GPP home operator. In this case, the UE could obtain IP access via WiMAX but connection is through the untrusted mode.
2.2
UE decision process
The decision process and the criteria considered by the UE to determine if UE is to access trusted access network or untrusted access network are among other things (optionally) include:-
· factory pre-configuration settings.
· subscription profile information available in the user's subscription smart card.
· human user settings

· operator settings

· information received as part of attachment process

· information received when (active or idle) connected  to the EPC

2.3
Information required by the UE
FFS
2.4
UE obtaining relevant information 
The UE can obtain the relevant information the following way:-

· During access authentication. However it should be noted that "access authentication" is not mandatory for untrusted access

· In broadcast information
· Pre-configured in the UE by the operator. But will that be just the home operator or can it include the roamed to operator.

· As part of Sx interface information eg. through ANDSF
An additional way the UE may find out whether the access network is trusted or untrusted is to first assume the access network is trusted and act as such. If subsequent protocol signalling exchange indicates differently then UE knows to treat that access network to be untrusted. But is this an acceptable method?

3.
Proposal
We propose that CT1 discuss the questions above and if found necessary CT1 shall pose those questions to SA2 at the earliest opportunity.
It is not suggested that the questions above are exhaustive. If CT1 during deliberations discover that more questions concerning trusted and untrusted access networks needs to be raised, those questions should also be posed to SA2 as soon as is possible.
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